**How to install director for just integrity use case (SKU 2 and SKU 3)?**

The director.env file has following configuration related to KMS:

KMS\_ENDPOINT\_URL="https://10.1.68.58"

KMS\_LOGIN\_BASIC\_USERNAME="admin"

KMS\_LOGIN\_BASIC\_PASSWORD="password"

KMS\_TLS\_POLICY\_CERTIFICATE\_SHA1="9ba108841e8b17d6423112ce5e5d7bac150499a3"

If user wants to support just integrity not confidentiality then user does not required to specify KMS configuration in the director.env file during installation. Director installer would automatically detect that it is integrity use case and installer would not setup KMS and director UI would not show encryption option.

**How to add confidentiality after director is installed with integrity usecase?**

Follow below steps to add confidentiality use case:

1. Add following to director.properties

kms.endpoint.url=https\://10.1.68.58

kms.tls.policy.certificate.sha1=9ba108841e8b17d6423112ce5e5d7bac150499a3

kms.login.basic.username=admin

1. Export kms login password

export KMS\_LOGIN\_BASIC\_PASSWORD="password"

1. Run KMS setup tasks

director setup password-vault director-envelope-key director-envelope-key-registration